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1
Decision/action requested

It is requested to discuss the discussion paper on AKMA service restriction
2
References

Please refer to the LS S3-233509 .
3
Discussion
3.1 Requirement  on HPLMN to control AKMA service in VPLMN
As defined in the LS, AKMA Roaming is not considered in Rel-17, but it is allowed in Rel-18 (AKMA feature). Rel17 AKMA TS (33535) has a note for the same.

NOTE:
Roaming aspects are not considered in the present document.

Similar requirements are added in the Rel18 AKMA work, where HPLMN or the operator will decide if AKMA service is allowed in VPLMN or not.
33535 Rel 18

4.6.1
AKMA roaming requirements

-
The roaming subscriber shall be able to utilize the AKMA feature provided by the home network.

-
The home network shall be able to control whether its subscriber is authorized to use the service in the visited network.
Observation 1:   HPLMN must be able to control if AKMA service is allowed or not allowed in VPLMN.
3.2 UE IP address based UE identification
In the last SA3 meeting, some companies commented that with NATing, finding the UE ID or access type associated with the UE IP address is not possible. However, as per SA2 specs, it is already solved. Lots of NEF APIs are already using the UE IP address as an identifier, and then NEF determines the UE ID associated with the UE IP address, AccessType, etc.

Please refer to the Rel18 TS 23501 section  5.8.2.17 Data exposure via Service Based interface.
An UPF which is deployed with NAT (Network Address Translation) functionality may support to provide the 5GC UE IP address to NEF based on NEF request containing public IP address and port number using the Nupf_GetPrivateUEIPaddr service as described in clause 4.15.10 of TS 23.502 [3] for AF specific UE ID retrieval.
Similar procedure is defined in TS 23502, clause 4.15.10 where AF provides the UE IP address. Then NEF/AF can discover the UPF based on IP address range and ask UPF to provide IP address mapping.

4.15.10
AF specific UE ID retrieval

This clause contains the detailed description and the procedures for the AF specific UE ID retrieval. The AF specific UE Identifier is represented by the External Identifier as defined in TS 23.003 [33].

NOTE 1:
After retrieving AF specific UE ID, the AF can invoke NEF provided services (e.g. location monitoring).
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Figure 4.15.10-1: AF specific UE ID retrieval

Please refer to the TS 29.514, TS 29.522 both contains lots of NEF apis where AF provides IP address to NEF and NEF determine UE ID.
Observation 2:   In Rel18, 5GC provides a functionality to identify the UE based on UE IP address even if NATing is used.
3.3 UE IP address-based access type identification

NF can retrieve PCF details from the BSF based on UE IP address. It is defined in TS 23.503 clause 6.1.1.2.2, then NF can retrieve the UE access type associated with PCF/SMF. It is defined in the TS 29508, section 5.6.2.5
Observation 3:   Based on UE IP address, any NF can retrieve the access type associated with UE (IP address).
3.4 AAnF determine roaming and non-roaming based the access Type 

As CT3 indicated in their LS, when UE is in a visiting country and tries to connect to AF (AKMA), then:

· When the UE establish PDU session via 3GPP access, VPLMN AMF/SMF is selected, and PDU session is treated as roaming. 
· When the UE establish PDU session via non-3GPP access, HPLMN AMF/SMF is selected, and PDU session is treated as non-roaming.
i.e. UE is in a visiting country but connected via a non-3GPP access network where selected N3IWF and AMF are in HPLMN, then it is considered a non-roaming scenario. In this case, all non-roaming policies and configurations will be applicable to UE, and accordingly, non-roaming charging/billing will be applicable to UE.

Similarly, if UE is in a visiting country but connected via a 3GPP access network where selected AMF are in VPLMN, then it is considered a roaming scenario.

Observation 3: AAnF should determine the roaming or non-roaming based on the PDU session associated with AF, and AAnF can determine the roaming or not roaming based on the access type.

Observation 4: Based on observations in 1, 2, 3, and 4, if AF provides a UE IP address along with an A-KID to AAnF/NEF, AAnF/NEF can determine the access type associated with the UE IP address and accordingly determine the roaming/non-roaming status and allow or reject the AF requesting AKMA service.
4
Conclusions and proposals
Based on the observation made in the chapter 3, it is proposed to agree on the CR S3-234530
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